
Adding Chrome Extensions from the Chrome Store can involve you giving 
many permissions to programs. To check for permissions, read the pop-up 
window that you get when you click on an extension to open it. 
 
Some extensions ask to READ and CHANGE all your data on the websites 
you visit. 

 
 
Some don’t ask for any extra permissions. 

 
 
By clicking Add extension, you are agreeing to the permissions that the 
extension wants, allowing it access to READ and CHANGE your data -- 
including your camera settings, location, and web pages in some cases!! 
 
 



To see the extensions on your Chrome browser, click the three dots by 
your login information then choose Settings. 

 
 
 
 
 



On the left of the Settings page, choose Extensions. 

 
 
 
 
 
 



Some extensions are added by SBISD, so you cannot turn them off or 
remove them.  
 
Some are added by Chrome and you can turn them off.  
 
On extensions that you have added, you can click Details to see what 
permissions you have allowed. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



This shows the permissions (read your browsing history means that the 
program can see where you have been on the Internet) and the Site Acess 
(what you have allowed the extension to access and change). 

 
 
The image below shows all the sites that you have allowed the extension to 
access and change.  
 
Since this one can access and change search engines like Google and 
Bing, it can redirect your browser window wherever it wants when you try to 
look up information. 



 



 
 
If you don’t want a program to run while you’re working on other things, 
simply click the toggle to off. 
 
If it is as invasive as the “T-rex dino run” extension, remove it by clicking 
Remove. It will ask you twice. 

 


